**Assignment:** Domain Controller roles, backups and recovery.

**Required Resources**

* 2 x Windows Server (created in previous assignment)
* Windows 10 pro Workstation (created in previous assignment)
* Course Resources documentation as found on BrightSpace

**Professional Documentation**

All documentation must be done in a **professional style**. It must include:

* Title page
* **Updateable** Table of Contents
* Document introduction
* Section introductions or description, each section must be clearly identified
* Graphics or screenshots MUST include a title with a short description
* Any direct or copied quotes or graphics MUST be properly credited in a footnote
* ALL sources MUST be properly cited (APA format) and placed at the end of your document in a bibliography.
* **NO** embedded, zipped or compressed files. \*\* All scripts must be converted to text before including them in your documentation. \*\*
* **1 Professional Word Document ONLY.**

**Research and documentation sections** -Please complete all research and question responses in your own words. Research sections not completed in your own words may result in a mark of 0 for the section.

**NOTE:** Please do NOT copy and paste responses from internet, **even with a citation**. I expect each section or response to be in your own words. Be prepared to explain your responses and demonstrate your comprehension.

**No marks** will be given for cited or credited information included in document.

***\*\* I recommend completing any research section before completing any required task listed below as you will have a much better understanding of the material and data.***

**Evaluation:** This assignment is markedas per the attached Rubric (marks will be deducted for deviating from Requirements). \*\*You may be asked to demonstrate some of your assignment to show your comprehension of the material.

**Marking and Assignment Notes:**

* ScreenshotsMUST include user or device identifying information.
* Screenshots MUST be added to your document in the order of creation.
* Documentation must meet Professionalism requirements.
* **Automatic mark of 0 - Assignment not submitted or work not original.**

<http://www.nscc.ca/docs/about-nscc/policies-procedures/policy-studentcodeofconduct.pdf>

<https://www.nscc.ca/docs/about-nscc/policies-procedures/policy-academicintegrity.pdf>

**NOTE: This assignment may require some adaption, research and troubleshooting.**

**Task 1 – Create a Staged Read Only Domain Controller (RODC)**

\*\* You do NOT require an install log, change log or testing log for your RODC.

A Read Only Domain Controller is an option to allow you to create a Domain Controller in a secondary location where physical security or access may be an issue. It allows you the speed of authenticating locally but the security of housing your Domain Controller in your main data centre.

Staged RODC installations allows the Domain Administrator who has access to the Primary Domain Controller to preset the RODC and allow a local user to complete the setup.

We will use PowerShell for a large part of this assignment including our RODC staging and setup.

We may use some commands we are familiar with, but we will also be using some new commands. So, we will take this opportunity to create a **PowerShell reference document**.

* Record each line of code used or identified in this assignment
* Add a short definition to each line to explain what the code is doing
  + If the code contains arguments or switches make sure to explain each
* Add your reference document as an **Appendix** to your professional document.

Now we must create a new Server

* Create a new Read Only Domain Controller (RODC)
* As this is a third server we will be adding to our environment we will use the following minimum specifications:
* Windows Server 2019 Standard (**CORE**)
* Memory = 4G
* Default processors and cores
* 2 NICs set to NAT
* Drive partition information (1x 80g)
* Time and currency = English Canada
* Use **KMS** key for Server 2019 Standard
* Administrator password = **ROPassw0rd**
  + Password does not expire
* Set correct Time Zone
* **Do NOT add your new server to your domain at this time**
* Assume your new server will be on Rack 1 in U 30
* Server name (Hostname) as per Naming Convention
* Perform all critical and/or recommended Windows Updates
* Server IP Info
  + NIC 1
    - IP = 192.168.208.15 /24
    - Gateway = 192.168.208.2
    - DNS:
      * Primary = DNS Server
      * Secondary = DNS Server
  + Nic 2 = DHCP
* Update your VM description to capture Create information and login information.
* Confirm/install VMWare Tools
* Create a VMWare snapshot
* Reminder: We will NOT create an Install/Change Management Log for this server as this is for testing purposes ONLY.

Now we will need to switch servers to setup our remote office information and account

* Log into your Member Server as your System Operator
* In AD (Active Directory) create a new Organizational Unit (OU) in the root of your domain called RemoteOffice and protect it from accidental deletion.
  + Example: Distinguished Name = *OU=RemoteOffice,DC=mad,DC= netw2500,DC=ca*
* In your RemoteOffice OU create a new user with these settings
  + First Name, Initials and Last name = blank
  + Full name = Remote Administrator
  + User Logon name = remoteadmin
  + Do not make any other changes and select “Next”
  + Password = Radmin@2024
  + Password never expires
  + Modify your new user account as noted:
    - Description = Remote Office Administrator
    - Office = Branch Office
* In your RemoteOffice OU create a new Global Security Group called **RemoteOff\_gp** with the description Remote Administration Group.
* Add our RemoteOff\_gp group to our Domain Admins group.
* Modify your Remote office Administrator and add them as a member of RemoteOff\_gp .

Currently our Primary Domain Controller is running Server 2022 Core and all functions levels are set for support during the install. Let’s review and confirm our function levels for our DC server.

First let’s view our current function levels for confirmation

* On your **Primary Domain Controller** open a PowerShell Console
* In order to assist us with troubleshooting we will keep a Transcript of all our PowerShell cmdlets and command.
* Use the following command to Start your Transcript. Note: If for any reason you stop this assignment before you get to the end of your transcript requirement you MUST start it again and append the original transcript to capture your entire PowerShell history.

Start-Transcript -Path "C:\PDCtranscriptA3.txt" -NoClobber

* Now we must confirm we have the required PowerShell module to complete this task.
* Run the cmdlet

Import-Module ActiveDirectory

* Now run the cmdlets below to view the current function levels and out put the results to a text file called **C:\Reports\FLReport.txt** and add a copy to your documentation. \*\*Make sure to append your file so you capture all required results. **NOTE**: You may need to create the Reports directory on root of C first.
  + Function Levels:
    - Forest Mode = Get-ADForest
    - Domain Mode = Get-ADDomain
* **Question 1**. Review your FLReport File and answer the following questions. What is your Forest and Domain function levels identified in your commands. What are function levels and why are they set as recorded in your report?
* Make sure to keep your transcript running as you complete the next section or create a NEW transcript called C:\PDCtranscriptA3\_2.txt

Now that we have determined our function levels we are ready to setup our prestaging for our Read Only Domain Controller (RODC)

* On your Domain Controller open a PowerShell Console

**NOTE:** All one line of code.

Add-ADDSReadOnlyDomainControllerAccount -DomainControllerAccountName "yourRODCServerHostName" -DomainName "yourDomainName" -SiteName Default-First-Site-Name -DelegatedAdministratorAccountName “RemoteOff\_gp”

**NOTE**: You may see a warning message about security channel sessions, but you can ignore, it is just a warning. Your script should complete with the Message **Operation completed successfully.**

* Stop your Transcript before continuing forward. **Add** a copy of your Transcript to your documentation.
* If required, log onto your **Member Server**
* In your Active Directory Users and Computers, right click on your Domain Controllers OU

You should now see two Domain Controllers. Note that the new Domain Controller has a DC Type of Unoccupied DC Account (Read-only…).

* **Stop.** Take a screenshot of the contents of your Domain Controllers OU and make sure to include your Name, Type, and DC Type (make sure to capture the entire column) but not your Site or Description and add it to your documentation. **Note**: You may need to expand your DC Type column to view the full content.

Now will complete our setup of your Read Only Domain Controller (RODC).

* If required, log back on to your RODC as the **local** Administrator

We will need to install the Active Directory server role

* Open an elevated PowerShell console and **start a Transcript** called C:\RODCtranscriptA3.txt don’t forget to use the no clobber argument.
* Let’s start the install with the following code.

Install-WindowsFeature -Name AD-Domain-Services -IncludeManagementTools

* Press Enter (this install may take some time) but you should receive verification of success.
* Now complete the install with the remaining code.

**NOTE:** All one line of code.

Install-ADDSDomainController -DomainName “yourDomainName” -UseExistingAccount -Credential (Get-Credential) -NoRebootOnCompletion:$True

* Press Enter
* In the credentials dialog complete with **domain\remoteadmin** and password created earlier
* You will also be prompted for a SafeModeAdministratorPassword. (This is the DSRM password), use “Passw0rd” for your DSRM password. **Stop**. Make sure to record this information in your VMWare Console View as you may need it later.
* You will then be notified that “The target server will be configured as a domain controller and restart……” the default option is Yes so hit Enter to continue
* After your role is installed your server will not restart automatically
* **Stop** your transcript and reboot your server.
* **Add** your transcripts and reports from both server that contain all the correct commands and data to your documentation as a text. Do **NOT** take screenshots.
* Log back into your RODC as the **Domain** Administrator

While your RODC is restarting let’s confirm it updated correctly

* Move back to your Member Server
* Select your Domain Controllers OU and refresh
* Your RODC should now have a DC Type of Read-Only, GC
* **Stop**: Take a screenshot of your DC type showing **Read-Only, GC** and add it to your professional Documentation.

\*\**Troubleshooting hint:* if your server fails to create your RODC uninstall your Domain Controller role from your RODC. Then review the error message and logs regarding why you failed. Error messages are the best way to determine where an error is arising from. Troubleshoot and correct all errors. Once corrected reinstall your role.

*Additional Learning: Read Only Domain Controllers do not contain passwords by default but process passwords and request to change passwords by passing them to a writable domain controller. You can allow some passwords to be cached on the RODC for certain groups to allow easier or quicker access.*

*Additional Reading:*

<https://techcommunity.microsoft.com/t5/ask-the-directory-services-team/understanding-8220-read-only-domain-controller-8221/ba-p/395031>

<https://www.rebeladmin.com/2014/10/password-replication-in-rodc/>

<https://petri.com/controlling-password-replication-read-domain-controllers/>

<https://learn.microsoft.com/en-us/openspecs/windows_protocols/ms-adod/84f88bd0-ba4d-4d27-83ec-5d6149e3390b>

We will now allow password replication by modifying our Password replication policy

* Log into your Member Server as your **Domain Administrator**
* Open Active Directory Users and Computers
* Open the properties of your new RODC
* View your current Password Replication Policy
* Click Advanced

Note that there are only two accounts stored on the RODC. One is the RODC computer account and the other is a special account used by the Kerberos authentication process.

Follow the instructions below to add our existing RemoteOff\_gp to the member of the Password Replication Policy.

* Close both your properties windows and open an elevated PowerShell Console
* Create a new session between your Member Server and your DC
* Run the following on your DC using your PowerShell session

**NOTE:** All one line of code.

Add-ADGroupMember "Allowed RODC Password Replication Group" RemoteOff\_gp

Let’s confirm our group was made a member of the correct permissions group.

* If required, open Active Directory Users and Computers
* Open the properties of your new RODC
* View your current Password Replication Policy
* Select the Allowed RODC Password Replication Group and double click to open the group
* View the group members
* If you your RemoteOff\_gp was not added then repeat the steps above.

Let’s test our replication

* Log into your RODC with your RemoteAdmin account
* Return to your Member Server
* Follow the previous steps to update your Domain Controllers OU and view the **Advanced properties** of your RODC Password Replication Policy. You should now see your Remote Administrator account has been added.
* **Stop**: Take a screenshot of your RODC Password Replication Policy with correct settings and all logged in users and add it to your professional Documentation.
* We have made a lot of changes by adding a new server. This would be a great time to shut all your servers down and **take a snapshot of each one in the Off state**.
* **Remember**. **When starting your server your Primary Domain Controller MUST be fully loaded and all services started before starting your other servers.**

**Task 2 - Create an Active Directory (AD) Sites and Services subnet and change your RODC to a Secondary Domain Controller**

* Log on to your Member Server as your **Domain Administrator**
* Open your Active Directory Sites and Services
  + **Note**: Don’t forget your RSAT tools for AD Administration
* Expand your Sites
* Add a new Subnet
  + Prefix = 192.168.208.0/24
  + Site Object = Default-First-Site-Name
* Modify the properties of your new subnet by adding a description:
  + Created by: “YourNameHere”
* Select your Default-First-Site-Name and rename it to NETWSite
* Open the properties for NETWSite
* Edit your description to “Site for 192.168.208.0/24”

Now let’s confirm our new Site subnet

* In your Active Directory Sites and Services console, expand your NETWSite /Servers/ you should now see both of your domain controllers
* Expand your DC
* Select your NTDS Settings\Properties
* Select the Connection Tab
* Confirm your RODC shows in your Replicate To:
* Repeat the steps to view the RODC connection information
* **Stop**: Take a screenshot of your NTDS Connections setting that shows your To: and From: for both servers and add it to your professional Documentation.
* **Notice which servers replicate to and from which server.**
* If everything is confirmed cancel out of this window

Now that we have confirmed our replication is setup correcting for our new Subnet and Site we will modify our replication schedule.

* Select your NETWSite in the left pane
* Select on your NTDS **Site** Settings properties from the right pane
* Select Change Schedule
* Notice that your schedule is set to once per hour by default, since a lot of changes can happen in an hour lets increase our replications
* Change your schedule to twice per hour
* **Stop**: Take a screenshot of your new replication settings and add it to your Documentation.

\*\* We will not be using our ReadOnly Domain Controller for the remainder of this assignment so we can take a Final Snapshot and create a Final Gold Copy.

**Task 3 – Roll back RODC and remove from Domain. NOTE**: As noted earlier, some additional troubleshooting may be required for this section.

* We are about to make a major change to one of our servers. This would be a great time to shut all your servers down and **take a snapshot of each one in the Off state**.
* **Remember**. **When starting your server your Primary Domain Controller MUST be fully loaded and all services started before starting your other servers.**
* Log on to your **RODC** as your Domain Administrator (if required log off your Remote Admin account first)
* Open a PowerShell Console execute the following command to demote your RODC back to a member server

Remove-WindowsFeature DNS -Restart

* This may take a few minutes to remove the feature
* Your server should now restart automatically

Now let’s remove any unrequired rolls or features so we can start fresh.

* Log on to your RODC as your **Domain** Administrator
* Open a PowerShell Console and execute the follow command

Uninstall-ADDSDomainController

* When prompted use the **local** administrator password.
* Hit enter to select yes as the default
* Once complete the server will restart automatically

Now we will check to confirm our server has been removed from our list of DCs and is shown as a member server only.

* Log into your Member Server and open Users and Computers
* Confirm your Domain Controllers only list your Primary DC and your RODC is now listed under computers along with your Member Server. Do NOT delete your RODC from your computer list.

Looks like the RODC has gone back to being a member server but we need to remove it from the domain so we can make some changes to it.

* Log back on to your RODC as **local** administrator
* Modify your RODC hostname to reflect it’s usage as a Secondary Domain Controller.

Some of your IP settings may have been modified when we installed the Read Only Domain Controller role and removed DNS on your RODC

* Confirm your NIC 1 IPv4 settings are as identified previously (\*confirm correct DNS settings)
* Confirm your second NIC is set **DHCP for IP and DNS** (remove loopback if required)
* Check your IP settings in an elevated PowerShell Console and use the command:

Get-NetIPConfiguration

We will now need to remove our RODC from the domain temporarily to clear out all the residual settings from our RODC role.

* Remove your RODC from the domain and place in a workgroup called “temp” restart when prompted.
* After your RODC is restarted
* Our RODC will now show as “Disabled” in our Active Directory Users and Computers\Computers, (*notice the arrow at the bottom of the icon*) **delete the server from the list**
* Since we will be creating a new Secondary Domain Controller modify your server host name to follow the naming convention.

**\*\* NOTE:** the changes made recently may affect your local Recycle bin and you may receive an error when logging into your Secondary Domain Controller with an established domain account. Please ignore the error.

* **\*\*This would be a great time to make snapshots of your all of your servers in the off state before we complete the next task.**

**NOTE**: Now that we will have 2 domain controllers it is important, we pay attention to connections and replication information. Particularly with our snapshots. In order to keep our replication in order we will make sure to always take a snapshot of ALL domain controllers at the same stage and if we require a rollback, we will rollback ALL domain controllers to the same stage.

**Task 4 – Create a new Secondary Domain Controller (SDC)**

Once your Secondary Domain Controller Server (SDC) has restarted let’s add it back to the domain as an additional domain controller

* Since we have setup a NEW Secondary Domain Controller it is important to capture all our settings and modifications in an **Install/Change Management Log**. (Remember, you require one for each NODE, excluding clients).
* Log in as the local administrator
* Add the Domain Controller Role to Secondary Domain Controller (SDC) and add your new SDC server to your domain. \*Notice we do not need to install DNS as it already exists on our PDC.

Install-WindowsFeature -Name AD-Domain-Services -IncludeManagementTools

Import-module ADDSDeployment

* Complete the process by editing and applying the following script. \*\* make sure to edit the **required** information.

**NOTE:** All one line of code.

Install-ADDSDomainController -NoGlobalCatalog:$false -CreateDnsDelegation:$false -CriticalReplicationOnly:$false -DatabasePath “C:\Windows\NTDS” -DomainName “DomainNameHere” -InstallDns:$False -LogPath “C:\Windows\NTDS” -NoRebootOnCompletion:$false -SiteName “OurNewSiteNameHere” -SysvolPath “C:\Windows\SYSVOL” -Force:$true -credential (Get-Credential)

* Set your DRSM password to the same DSRM password as your PDC.
* You may receive a selection of warning but no errors. You will receive a confirmation of success once complete.

Once you have installed your Domain Controller role and your server has restarted we will need to confirm our SDC was added correctly to our domain and confirm it is a secondary domain controller and not a primary domain controller.

* Restart your SDC server if it did not already done so at the end of the install.
* Login in to your SDC at least once as the **Domain Administrator** to complete the install.
* If required, log into your Member server as your systems operator
* Take a minute to add the new SDC to your managed servers (All Servers) on your member server
* Open your Active Directory Users and Computers on your Member Server
* Confirm your new SDC in the Domain Controllers OU \*Notice it now shows as a Global Catalog Server

Let’s confirm which server is our Primary Domain Controller and contains the required Master Role.

* In your Active Directory Users and Computers right click on your domain
  + Select Operations Masters
  + Select PDC
  + Note the Operations master in your list
  + If it is NOT your original DC you must remove your SDC and move your SDC back to a work group and repeat the previous steps.

Now we will confirm replication is supported between our two domain controllers

* Open your Active Directory Sites and Services on your Member Server
* Navigate to your NETWSite and expand to view the entire list of servers
* Attention: You may see your RODC still listed, this is because all your modifications have not yet replicated. Your may delete the RODC from your list in order to remove any confusion.
* Select the NTDS Settings for your PDC in the **left hand window**
* In your right hand pane **right** click on your <automatically generated> and select Replicate Now
* Repeat the process for your SDC
* If replication fails for either domain controller you must troubleshoot the issue and repeat.
* **REMINDER**: Make sure to update your VMWare Console view details for your SDC if you have not already done so.
* Check your NTDS Settings Properties/connections. Notice the settings for the SDC and PDC.
* **Stop.** Be Prepared to demo replication between domain controllers.

***Reminder****. Remember to always* ***start*** *your servers in the correct order:*

* + ***Primary Domain Controller*** *and all services*
  + ***Secondary Domain Controller*** *and all services*
  + *Any additional member servers or clients*
  + ***Note: Shutdown*** *of server should be in the reverse order.*
* **Stop**. This would be a great time to make snapshots of your PDC, SDC and Member Server. \*Remember, from now on we must keep our snapshots for each server in line with the other due to AD replication.
* **Stop**. This would be a great time to update our Install/Change Management Logs.

**Task 5 - Backing up and recovering Domain Controllers and Active Directory**

Before we can create any backups we will need to setup your backup directory and install the Windows Server Backup Tool

* Log onto your Primary Domain Controller as the Domain Administrator
* If you have not already done so we will need to put our second drive online, initialize it and create a new volume using the drive letter E
* In PowerShell execute the following commands (in blue) to create your E drive

Get-Disk (*confirms our disk exists and identify our disk number*)

Set-Disk -Number "DiskNumberIdentified" -IsOffline $False (*puts disk online*)

Initialize-Disk -Number "DiskNumberIdentified" (*initializes disk*)

**NOTE:** All one line of code.

New-Partition -DiskNumber "DiskNumberIdentified" -UseMaximumSize -DriveLetter E (*creates a new volume and assigns drive letter E*)

Format-Volume -DriveLetter E (*formats volume*)

Get-Volume (*confirms volume configuration*)

* Now we will open your Active Directory Users and Computers on your Member Server to create some objects we will use to test with.
* Create a new Organizational Unit in the root of your domain called TestBK (Do **NOT** select “Protect container from accidental deletion”
* Create a Test User inside your TestBK1 OU
  + Full Name = Test User 1
  + Logon name = TestUser1
  + Password = Passw0rd123
  + Password set to never expire

Now we will need to install our Server Backup feature

* In order to speed up our backup process we will shutdown all server except our PDC **\*Remember to follow your shutdown order.**
* Open a PowerShell Console on your PDC and execute the following command

Install-WindowsFeature Windows-Server-Backup

* Your result should show **Success=True** if this is not the result troubleshoot the issue before continuing.

Now we will need to start our system backup state

* In your PowerShell Console type

wbadmin start systemstatebackup -backuptarget:E: *(note the 2 colons)*

* Select yes to start your backup of your system state

***\*This can take some time to complete your system state backup on your new drive.***

***“The key to everything is patience. You get the chicken by hatching the egg, not by smashing it.”***

***– Arnold H. Glasow***

Since we have some time while our backup process runs, let’s do some research and research the following questions.

**Question 2.**

What is a System State Backup and what is included in a System State Backup?

What is a Bare Metal Backup?

**Question 3**. Notice your system is creating Shadow Copies of your volumes.

What are Volume Shadow Copies (VSS)? In your professional document write a short description of Volume Shadow Copies (VSS), make sure to include a description of:

* + Volume Shadow Copy Service (VSS)
  + Shadow Copies and Shadow Copy Sets
  + Providers
  + Requesters
  + Writers

So we have created a successful backup of our Active Directory and PDC. Let’s test it.

* Navigate to your PDC **E:\windowsimagebackup\”servername”\**
* Use the PowerShell command to view the contents of your E:\windowsimagebackup\”servername”\ directory
* Now that we are confident our System State backup was successful, we will start our remaining servers. **\* Remember your start up order.**
* Open your Active Directory User and Computer on your Member Server
* Delete your TestBK OU and contents we created earlier
* In the Confirm Subtree Deletion box select the “Use Delete Subtree server control” checkbox. (allows protected objects to be deleted)
* Refresh your domain OU and confirm you no longer see your TestBK OU

**STOP: This a great time to take another snapshot of your PDC and SDC and create a NEW Gold Copy as we going to Restore our Active Directory from our backup we created.**

**\*\* Remember** the shutdown and startup order for servers and clients.

**STOP: This a great time to update your Install/Change Management Logs.**

Ok, now we are ready to restore from our backup.

* Shutdown all your servers with the exception of the PDC
* Execute the following command to boot into Directory Service Repair Mode

bcdedit /set safeboot dsrepair

shutdown /r /t 0

* Sign in with **local** administrator (you will need to change your login user (esc)) and DSRM Password if required
* Completed repair by executing the following command in PowerShell

wbadmin get versions -backuptarget:E:

* **Stop.** Take a screenshot of the “version identifier” of your most recent backup, you will need this shortly.

**Example.**

![](data:image/png;base64,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)

Now we will do a recovery of our system state.

**\*This can take some time to complete your system state recovery from your drive.**

***“Patience is not the ability to wait but the ability to keep a good attitude while waiting.” - Joyce Meyer***

* Begin your recovery by executing the following PowerShell command

**NOTE:** All one line of code.

wbadmin start systemstaterecovery -version:VersionIdentifierRecordedAbove -backuptarget:E: -quiet

* If prompted to start the recovery hit enter to select yes
* \*\*\*\*When the recovery is complete **do NOT restart the server**, first we need to authorize the restoration.

\*\***User Ctrl+C to break out of the current session and quit wbadmin**

* While still in your console, type

ntdsutil

* Then type

activate instance ntds

* Then type

authoritative restore

* Then type

**NOTE:** All one line of code.

restore subtree ou=TestBK1,dc=yourinitials,dc=netw2500,dc=ca

* When the authoritative restore confirmation box opens click yes to confirm.
* Then type quit and press enter
* Then type quit and press enter **AGAIN**
* Then run the follow command to exit repair mode and reboot into your Windows server

bcdedit /deletevalue safeboot

shutdown /r /t 0

**NOTE:** Your server may ask to restart several times to complete the recovery

***Notice that we were not required to restore the entire server system state but able to select only the portion we required restored.***

* When your server has completed the recovery, log onto your Primary Domain Controller as your domain administrator.
* The system state recovery might need to complete some final tasks then display a message “Completed Successfully”
* Press enter when prompted
* Restart your PDC one more time to confirm our restoration has completed
* Ok, let’s confirm our restore was successful
* Restart your other server in the correct startup order
* Open your Active Directory Users and Computers on your Member Server
* Select your TestBK OU and confirm your objects have been restored

Restore from System State is great for large issues but there must be an easier way to restore for a few small accidental deletions.

* If required, Log on to your Member Server
* In your Server Manager / Active Directory Administrative Services select your domain
* In the right pane Enable Recycle Bin
* You will see a message saying we cannot reverse this decision, click OK
* If you receive an error that your directory partition has not replicated successuly at least once you may need to manually force replication from your Active Directory Sites and Services
  + Open Active Directory Sites and Services
  + Expand your NETWSite/Servers/”SDC Server”
  + Select NTDS Settings for your SDC Server
  + From the right hand pane right click on your server
  + Select Replicate Now
  + Repeat your step to Enable Recycle Bin
* You should now see a message telling you to refresh the Active Directory Administrative Center click OK
* Refresh the Active Directory Administrative Center
* You should now see a directory called Deleted Objects

Now let’s test our Recycle Bin

* Create a new Organizational Unit in the root of your domain called TestBK2 (Do **NOT** select “Protect container from accidental deletion”
* Create a Test User inside your TestBK2 OU
  + Full Name = Test User 2
  + Logon name = TestUser2
  + Password = Passw0rd456
  + Password set to never expire
* From your Active Directory Administrative Center **delete** your TestBK2 OU
* If required, in the Confirm Subtree Deletion box select the “Use Delete Subtree server control” checkbox. (allows protected objects to be deleted)
* Refresh your Active Directory Administrative Center
* Force replication between your Domain Controllers
* Log back onto your Member Server
* If required open your Active Directory Administrative Center
* Refresh your Active Directory Administrative Center if already open
* Confirm your TestBK2 is no longer in your list
* Double click your Deleted Objects directory
* You should now see your TestBK2 OU and TestUser2
* Select both (hold ctrl key) and then select Restore from the right hand pane
* Update your Active Directory Administrative Center
* Confirm your OU has been restored
* OK, one more time with PowerShell. Let’s delete just our TestUser2 this time
* Open a PowerShell console on your PDC
* Run the following command to delete your TestUser2 account (do NOT delete the Test OU)

Remove-ADUser -Identity “User’s Distinguished Name”

* \*\* Note, your deleted object will not show in your deleted items immediately, you may force replication to speed the process if you like.

Now let’s restore the user

* Open a PowerShell console on your PDC
* Run the following command to restore your TestUser2 account

**NOTE:** All one line of code.

Get-ADObject -Filter {DisplayName -eq “User’s Display Name”} -IncludeDeletedObjects | Restore-ADObject

* Refresh your Active Directory Administrative Center if already open
* Confirm that your User has been restored successfully. \*\* Note, your deleted object will not show as restored immediately, you may force replication to speed the process if you like.
* **Stop.** Be prepared to demo successful deletion and recreation of test user with command and from Recycle bin.

It is important to keep an up-to-date record of all changes and modifications made to your servers and have a reliable copy available as backup.

* Take a final snapshot of **ALL** your servers in the **OFF** state.
* Make sure to update your Gold copies of **ALL** your servers.
* Update your Install/Change management logs.
* Capture a screenshot of your Gold Copy properties for **EACH** server and add to your documentation.
* **Upload all your change logs to BrightSpace.** You may upload each one separately or include them in your formal documentation.
* **Upload your professional documentation to BrightSpace.**

**Marking Rubric**

|  |  |
| --- | --- |
| **Value** | **Task** |
|  | **In class marking** |
| 4 | Virtual Machine has correct system settings for **Server**. |
| 2 | VM Description contains all required information including RODC details. |
| 1 | Open FLReport on domain controller in correct location. |
| 2 | Open PDCTranscript and show you captured the required commands and results: |
| 3 | Disabled RODC server in AD with original correct hostname. |
| 4 | AD lists PDC and SDC in domain controller as a Global Catalog (GC) servers with the correct site. |
| 2 | AD \ Domain \ Operations Masters are listed in your PDC. |
| 2 | SDC has been added to All Servers on Member Server |
| 3 | Sites and Services New Subnet Properties |
| 5 | Demo NETWSite servers have correct NTDS Settings connections  Replication is successful between both servers. |
| 4 | Confirm successful image backup with correct content |
| 4 | Demo successful deletion and restoration test user with commands. |
| 4 | Demo successful deletion and restoration of from Recycle Bin |
| 6 | Snapshot of all 3 servers with correct time details |
| **46** | **SUB TOTAL** |
|  | **Documentation Submitted to Brightspace** |
| 2 | Copy of **FLReport** with correct contents |
| 2 | Copy of **PDCtranscript** with correct content |
| 3 | Screenshot of the contents of your Domain Controllers OU and make sure to include your Name, Type, and DC Type (make sure to capture the entire column) but not your Site or Description and add it to your documentation. **Note**: You may need to expand your DC Type column to view the full content. |
| 5 | Copy of **RODCTRanscript** with correct content |
| 2 | Screenshot of your Domain Controller OU with correct details for RODC |
| 2 | Screenshot of Remote Admin in RODC Password Replication Policy with correct settings and users. |
| 2 | Screenshot of NTDS Connection for both DC and RODC servers (TO and From) with correct results. |
| 2 | Screenshot of your new replication settings for NTDS |
| 2 | Question 1 |
| 2 | Question 2 |
| 1 | Screenshot of the “version identifier” of your most recent backup |
| 4 | Question 3 |
| 3 | Screenshot of each of your Gold Copy properties with correct details. |
| 5 | Install/Change Management logs contains all required changes, configurations and notes but is NOT a copy paste from assignment. |
| 5 | **PowerShell Reference Document** includes Code Log kept throughout assignment and posted in Appendix of document. |
| 2 | Document meets professionalism requirements as per page 1 of assignment. |
| **44** | **SUB TOTAL** |
| **90** | **Total Marks possible** |